
To log in to Microsoft Off ice 365 for the f irst time, f irst log in to your
SIR user account (https://rekrutacja.amu.edu.pl/) and go to the
“Summary” tab. 

After creating an account, on the right side of the tab you will see
your login and the "Set account password" button, which you should
click and set your own password.  

STU D E N TS  R E C R U I T I N G  VI A  T H E  WE B S I T E :
R E K R UTAC JA . A M U. E D U. PL

Adam Mickiewicz University Information Technology Center
helpdesk@amu.edu.pl tel. +48 61 829 2670

If the candidate already has a student account, e.g. was already
accepted to studies in previous years, information about the
previously assigned login and the option to change the password will
appear.  

Once you have set a new password, you can go to off ice.com and
begin the process of logging in to your Microsoft environment,
including email. 

FIRST LOGIN
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We open the website https://www.off ice.com in the browser.

We select the “Log in” button.

In the login window, enter your address (login@st.amu.edu.pl) and
the password you set. 

We click the "next" button.

LOGGING IN TO MICROSOFT 365
APPLICATIONS



Every account has multi-factor authentication enabled. By setting up
additional conf irmation, you add an extra layer of security to your
Microsoft 365 account sign-in. For example, you must f irst enter your
password and, when prompted, also enter a dynamically generated
verif ication code provided by your authenticator app or sent to your
phone via text message.

Log in to Microsoft 365 as usual—using your student account and
password. After selecting "Sign in," you'll be prompted to provide
additional information.

Conf irm with the “Next” button.
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We can download the authentication application to our mobile phone
or choose another conf iguration method - SMS to the phone. 

OPTION 1 - configuring the Microsoft Authenticator application.

We follow the messages on the screen.
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We install the Microsoft Authenticator application on our phone. 
We agree that the application will send us notif ications in the form of
pop-up push messages. 
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In the app, click the "+" icon and add your work account. Then, select
the QR code scanning option. 

After scanning the code, your data will automatically be synchronized
and your account will be connected to the app. 



We scan the QR code with our phone and follow the instructions on
the screen and phone. 
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NOTE: During the f inal setup step, the system will generate an
additional password for you. Please keep it in a safe place. This secure
password will allow you to log in to Microsoft services if you lose all
other login options.

Once the conf iguration is complete, a message will appear on the
screen. 
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OPTION 2 - SMS to phone. 

After selecting “I want to conf igure another method”, in the new
window we select the “Phone” method. 
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We select the telephone area code and enter the telephone number
to which the verif ication code should be sent.  

We conf irm that we are not robots. 
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In the new window, enter the code received in the SMS message.  
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After correct conf iguration, we receive messages informing about
success.
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MULTI-FACTOR AUTHENTICATION
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We only perform conf iguration once.  

From this point on, when you log in to your account and all Microsoft
applications, you will be prompted with an additional conf irmation in
the form of a randomly generated code. 
After entering your email address and password during login, an
additional window will appear with a randomly generated number. 

The number displayed on the screen should be entered into the
Microsoft Authenticator app on your phone. NOTE: Push notif ications
(i.e., pop-up messages) must be enabled on your phone. 

The login process will be completed. 

LOGIN USING THE APPLICATION

For increased security, we recommend unchecking the feature.
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If you are having problems with the code appearing, you can use the
“I can’t use the Microsoft Authenticator app right now” option. 
A new window will appear where you can select "Use verif ication
code" and enter the code manually generated in the phone app. The
code is valid for 30 seconds, after which a new code is generated. 

View from the computer

View from the phone
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We only perform conf iguration once.  

From this point on, when logging in to your account and all
Microsoft applications, an additional conf irmation will be triggered
in the form of a code sent via SMS to the provided phone number.
After entering your email address and password during login, an
additional window will appear in which you must conf irm the need
to send the text message. 

The code you receive should be entered in the browser window. 

If verif ication is successful, the login process will be completed. 

LOGIN USING SMS CODE

For increased security, we recommend unchecking the feature.



If you want to log out, click on the person symbol in the upper right
corner and select "Log out" f rom the list. 

LOGGING OUT OF THE SYSTEM
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After a moment, a message will appear informing you that you have
successfully logged out.

If any problems occur, please contact the Faculty USOS Coordinator.
The current list of Coordinators is available on the USOSweb website.


